|  |  |
| --- | --- |
| **Agreement** |  |
| on access to online banking for legal entities |  |

Arion Bank hf. (also "the Bank”) and the legal entity/user named below hereby conclude the following agreement on access to Arion Online Banking (also "Online Banking”). By having access to Online Banking the customer can do all of their main banking online.

|  |  |  |
| --- | --- | --- |
|  |  |  |
| **Name** |  | **ID.-No.** |
|       |  |       |
| **E-mail address** |  | **Phone** |
|       |  |  |  |  |
| **Debit account (Bank number – code- account number** |  | ****\* The empl. mobile number will be registered as a back up.**** |  |  |

The above power of attorney will gain access to the online account of the legal entity/user as specified below.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Employee‘s name | Employee‘s ID-No. | Employee‘s user name | Employee‘s mail-address. | Empl. mobile\* |
|       |       |       |       |       |
|       |       |       |       |       |
|       |       |       |       |       |
|       |       |       |       |       |

1. Access to account specified below:

|  |  |  |
| --- | --- | --- |
| Account number | Full and unlimited access | View-only access |
|       |    |    |
|       |    |    |
|       |    |    |
|       |    |    |

|  |  |  |
| --- | --- | --- |
| 1.a |    | View-only access to all accounts |
| 1.b |    | Access to make transactions in all accounts |
| 2. |    | View-only access to loans, debts, guarantees and collateral |
| 3. |    | View-only access to credit cards, balance and transactions |
| 4. |    | Unpaid bills and repayments on bonds |
| 5. |    | View balance and transactions relating to securities portfolio |
| 5.a |    | Invest in Stefnir funds |
| 6. |    | View derivatives, FX and swap contracts |
| 7. |    | Digital documents (Customer must sign an agreement on submitting digital documents.) |
| 8. |    | View issued bills |
| 9. |    | Bills, full and unlimited access (Customer must sign an agreement on billing services.) |
| 10. |    | Tax statement |
| 11. |    | Allow approval process for payments in Online Banking |
|  |    | Agree to items 1 – 11 |

RULES FOR USE AND TERMS:

1. The Online Banking service of Arion Bank hf, ID-No. 581008-0150, Borgartún 19, 105 Reykjavík (hereafter referred to as “the Bank”) enables you, as a retail customer or legal entity (hereafter “the user”) to do all your main banking online (hereafter also called “Online Banking”). These terms of use apply to Online Banking, and the user agrees to them by signing in and using Online Banking. Online Banking is free of charge, but the services offered by the Bank are in other respects subject to the general terms of business, and general terms on deposit accounts, the list of fees and rates and interest rate table as current at any given time and they are considered to form part of this agreement. The provisions of these terms which fall under the scope of the Payment Services Act are also considered to form part of the framework agreement between the user and Arion Bank. The general terms of business, terms of deposit accounts, the list of rates and charges and interest rate table can be found on the Bank’s website, www.arionbanki.is.
2. When signing in for the first time with electronic ID, the Bank will provide the user with a user name and password which is used to sign in to Online Banking. The user must keep the password and personalized security features secret and is not permitted to share them with anyone under any circumstances. The user is also not permitted to provide others with access to Online Banking with their user name, password and ID. The Bank is permitted to change the sign-in options to Online Banking, for example by only allowing the user to sign in using electronic ID.
3. Once registration has been completed the user has access to Online Banking. The user’s deposit accounts are linked to Online Banking. Arion Bank's general terms on deposit accounts apply to these accounts. Credit cards, loans and bills which are linked to the ID number of the user also appear in Online Banking. If the user requests other services can be linked the Online Banking as and when available.

|  |  |
| --- | --- |
| **Agreement** |  |
| on access to online banking for legal entities |  |

1. If the user has not previously opened a bank account at the Bank, they must prove their identity by providing valid electronic ID or recognized personal ID documents (e.g. passport or driving licence) and also by providing the Bank with all required information if this has not already been done. If the user is a legal entity, it must provide documentation from Statistics Iceland, the Directorate of Internal Revenue’s register of companies, the Ministry for Justice or the District Commissioner which states the name, ID-No, legal domicile and activities of the legal entity and which also specifies who is authorized to bind the legal entity in respect to the Bank. The authorized representatives of the legal entity must prove their identity by showing the relevant personal identification documents. This requirement is imposed by the Anti-Money Laundering and Terrorist Financing Act. While the user is in a business relationship with the Bank, the Bank may request further information or ask the user to update or confirm the relevant information. The Bank reserves the right to restrict or close down the services provided by Online Banking if the information is not provided on time.
2. In addition to general information which is accessible to the user through Online Banking, all financial information and transfers are restricted to a registered user name and, if applicable, the user name of the authorized user. The user may have more than one user name and password with different levels of access if requested. The user can allow authorized users of accounts at Arion Bank to have access to the relevant accounts in Online Banking so that they can make financial transactions, e.g. authorized signatories in the case of legal entities.
3. The user is entirely responsible for all actions carried out after the Online Banking account has been activated, whether after signing in with a user name and password or with electronic ID. This also means that all financial transactions are entirely the responsibility of the user. The user’s consent to these terms is the equivalent of the signature for those transactions performed by the user in Online Banking, since the user signed in to Online Banking with their ID. The same applies to transactions carried out by the user in accordance with written authorization. In the case of legal entities, the user is entirely responsible for deciding whether and in which case which employees are provided with the legal entity’s user name and for their actions. Representatives of the user must inform the Bank immediately if an employee of the user with access to Online Banking leaves the employment of the legal entity. In such cases the representatives of the user must change the username and password. The same applies if the user decides to cancel an employee’s authorization to access Online Banking. The user also undertakes, if a legal entity, to inform the Bank as quickly as possible of any changes to the management and/or authorized representative, if the purpose of the user is changed or if there are any changes to the activities of the user which could affect the legal entity’s use of Online Banking.
4. The user will provide the hardware and software required to use the services of Online Banking. This equipment must meet the Bank's requirements at any given time and the user is responsible for all use of it. The user is prohibited from allowing other users to access software in connection with Online Banking, information from it and instructions on how to use the system.
5. The Bank reserves the right to decide which services are available in Online Banking at any given time and add to or decrease these services and to restrict access to information temporarily and without warning or prior notification, if considered necessary, for example in order to update files and modify systems etc.
6. It is therefore important that the user checks what the effect is of any action they intend to perform in Online Banking, if they are not sure beforehand. The Bank will not be held liable for the following: a) Damage which may result from the lack of knowledge, misunderstanding or the misuse on the part of the user, or of any other party with or without the user’s permission, of the rules of use of Online Banking, b) damage which may result from hardware or software, programs and services of Online Banking, c) damage which may result from erroneous transactions by the user or other parties with or without the user's permission, d) damage which may result from lack of knowledge, misunderstanding or misuse or erroneous transactions on the part of the user or another party in the case of actions carried out in accordance with instructions from another party, e) damage which may result from defects or breakdowns in the hardware and software receiving the services of Online Banking, f) damage which may result from information from or actions by third parties, e.g. the Icelandic Banks’ Data Centre or Credit Info Iceland.
7. The Bank is not liable for any damage from force majeure events, such as war or impending conflict, acts of terrorism, natural disasters, epidemics, strikes, lockouts or embargos. The Bank is also not liable for any damage resulting from events of a political, social, financial or economic nature and which are likely to prevent, disrupt or disturb, in part or in whole, the services which the Bank provides even if such events are not categorized as force majeure. The Bank is also not liable for any damage which may result from its obligations to comply with the law.
8. The user guarantees that all funds passing through Online Banking account are owned by the user or principal. The user promises to inform the Bank in writing if any of the funds the user has provided or will provide the Bank with are not owned by the user or their principal. This requirement is imposed by the law and regulations on measures against money laundering.
9. If the user orders a foreign exchange transaction via Online Banking, the user guarantees that they will comply in all respects with the Foreign Exchange Act No. 87/1992 and rules and regulations established on this basis. The user must adhere to the strictest security measures when performing currency transfers in order to guard against fraud and cyber security threats, among other things.
10. The user pays for services in Online Banking in accordance with the Bank’s list of rates and charges, and this amount will be debited from the user’s account. The amount is debited on the first business day of the following month. These debited amounts will appear on the account statement. If the user believes an error has occurred, they must notify the Bank within 30 days of the transaction. The user has a maximum of 13 months to notify the Bank but this only applies when the Bank has not made a transaction statement available to the user.
11. The maximum daily withdrawal limit in the App and Online Banking combined is ISK 10,000,000, and the maximum monthly withdrawal limit is ISK 30,000,000. If the user is a legal entity, the daily maximum for legal entities is ISK 1,000,000,000 for domestic payments and ISK 100,000,000 for international payments. The user can ask the Bank to change the daily and/or monthly withdrawal limit. Payment instructions in Online Banking which do not match the above withdrawal limits will not be carried out. The automatic log in session in Online Banking is 10 minutes. The user can change this time limit. After 10 minutes the user is automatically signed out.
12. In order to be able to provide the user with the services available in Online Banking, the Bank has to process various types of personal data in Online Banking. Further information on the processing of personal data about the user can be found in the Bank’s data protection notice on the Bank’s website. The Bank also processes customers' personal data as described in the Bank's general terms of business.
13. The Bank can terminate the services provided to the user by Online Banking with at least two months' notice when the customer is an individual. If the user is a legal entity the Bank can terminate the services provided by Online Banking without notice. If the user violates these terms or other terms with the Bank that the user has agreed to, the Bank is permitted to terminate the user’s access to Online Banking without notice. The same applies if the user is found to have misused or have attempted to misuse information available in Online Banking or the system itself due to the unexpected failure of hardware or software or for security reasons, or if the user’s estate files for bankruptcy, if the user seeks composition with creditors, a suspension of payments is agreed to or any similar events occur. The Bank is also authorized to terminate the user’s access to Online Banking if it has been inactive for three years continuously or more.

|  |  |
| --- | --- |
| **Agreement** |  |
| on access to online banking for legal entities |  |

1. The Bank is permitted to amend these terms at any time and these changes come into effect without prior notice if they are beneficial to the user and if the user is a legal entity. Changes to these terms which are not beneficial to the user who is an individual will be announced in accordance with the Bank’s general terms of business by means of a notification in Online Banking. Any such announcement of changed terms should state the nature of the changes and the user’s right to terminate the agreement. If the customer do not raise any objections to the proposed changes before they come into effect, the customer is considered to have accepted the changes.
2. The user may cancel the agreement on Online Banking at no expense and without giving any reason, provided that the user sends notification thereof within 14 days of agreeing to these terms. The Bank will then terminate the user’s access to the Online Banking.
3. All notifications to the Bank shall be sent to arionbanki@arionbanki.is or the user can contact the Bank's Call Centre on 444 7000.
4. The user can obtain these terms in Online Banking or on the Bank’s website at any time.
5. The user shall use Online Banking in accordance with its valid terms of use. The user must also take the necessary precautionary measures, cf. provisions of these terms, to safeguard their personalized ID credentials in Online Banking. The user must notify Arion Bank without necessary delay, if they detect any unauthorized use of their account in Online Banking.
6. Transactions carried out after 21:00 Icelandic time may be processed on the following banking day. If a payment date falls on a weekend or public holiday, the amount will be paid on the following banking day.
7. Any legal proceedings arising from this agreement can be tried before Reykjavík District Court.
8. By signing in to Online Banking, the user confirms they have read the rules concerning the use of Online Banking and that they will comply with them at all times.
9. The Bank’s activities are subject to the supervision of the Financial Supervisory Authority of the Central Bank of Iceland and the Bank is listed in the register of companies, the register of limited companies, the Icelandic Business Information Centre and the FSA's register of financial institutions. Some of the services provided by Online Banking are governed by the Payment Services Act. Distance selling agreements between the user and the Bank in Online Banking are governed by the Distance Marketing of Financial Services Act.

By signing this agreement the undersigned, on behalf of the aforementioned legal entity, agrees to abide by the above terms in all respects.

|  |  |  |
| --- | --- | --- |
| *Witness to date and signature* |  |       |
|  |  | **Place and date** |
|  |  |  |
|  |  | Approval of authorized signatory (firmaritun): |
| **Name ID-No.** |  |  |
| **Name ID-No.** |  | **On behalf of customer, name and ID-No. of power of attorney** |
|  |  |  |
|  |  | **On behalf of customer, name and ID-No. of power of attorney** |
|  |  |  |
| **On behalf of Arion Bank** |  | **On behalf of customer, name and ID-No. of power of attorney** |